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Do I Need to Complete a DPIA questionnaire? 
 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
When deciding whether a DPIA questionnaire is required, if the first answer is ‘yes’, but the second response is 
‘unsure’, please complete the questions in section 1 of the DPIA questionnaire to assist the decision. Further 
guidance can be sought from the Information Governance Team: nelcsu.Information-Governance@nhs.net. 
 
It is a requirement of the General Data Protection Regulations that all systems have a DPIA conducted, including 
any systems processing data that do not require a full DPIA, i.e. you must complete at least the screening 
questions and identify why a full DPIA is not required. 
 
If you are assessing a system and it does not have a DPIA, including one that identifies that a full DPIA is not 
required, please complete the relevant section of this questionnaire. 
 
The questionnaire will be reviewed by the stakeholders, including the IG Lead and the recommendation from the 
questionnaire will be notified to the Director (Information Asset Owner). The recommendation will be either: 
 

1. A full DPIA is required where the new process or change of use of PCD requires more thorough 
investigation. 

2. The DPIA questionnaire will be signed off by the Information Asset Owner/SIRO and the DPIA 
log updated by the IG Lead. 

Complete a DPIA 
questionnaire. 

Are you implementing a 
new system or service 
or changing the way 
you work? 

Document in the 
business case and/or 
project 
documentation. 

Yes 

Yes 

Does this project involved 
the collection, recording, 
storing or processing of 
person-confidential or 
business sensitive data? 

You may be asked to 
provide supporting 
information e.g. 
contract, system 
specification, 
consent forms 

No 

No need to conduct a 
full DPIA. 
Complete the 
screening questions 
and note why a full 
DPIA is not required. No 
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There is an Information Security Procurement Questionnaire (for use in the commissioning process for new 
information systems) available via the IG Team and on SUSI, an Information Risk Questionnaire template and an 
ICT System Security Risk Assessment available to assist in assessing the risks (embedded in this questionnaire). 
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in pace 
Cyber security 
risks  
 

5 1 5 The CareCentric 
platform and Azure 
cloud storage have 
appropriate and 
significant technical 
security measures 
in place; each data 
controller is 
required to comply 
with Data Security 
and Protection 
Toolkit standards;  

Significantly 
reduced 

Yes; all organisations 
contributing data to or 
viewing data within the NCR 
are mandated to be DSPT 
compliant;  

Data controllers 
and processors 
do not have 
sufficient IG 
controls in place 
to provide other 
data controllers 
assurance 
regarding the 
handling of 
personal data 
 

3 3 9 All participants with 
the NCR are 
mandated to 
submit DSPT 
standards met 
annually. 

Significantly 
reduced 

 

Data quality, 
including  
accuracy 
 

2 3 6 Each data controller 
has responsibility 
for the quality and 
accuracy of data 
flowing into the 
NCR. 

Reduced  

IG Teams have 
insufficient 
resources to run 
audit reports 

4 3 12 The audit 
functionality of 
CareCentric enables 
reports to be run as 
a standard, 
minimising the time 
required to run an 
audit report 

Reduced  

 
 
 
 
 
 
 
 










